POLICY FOR RAPPORTERING AV ALLVARLIGA OEGENTLIGHETER

Syfte

Gruvaktiebolaget Viscaria ("Viscaria”) virnar om att bedriva verksamheten pé ett ansvarsfullt och
transparent satt. Malsittningen ar att tidigt upptacka och forebygga eventuella missférhéllanden
inom verksamheten.

Viscarias interna rapporteringskanal ("Rapporteringskanalen”) utgor en viktig del i detta arbete.
Av denna policy ("Policyn”) f6ljer information om hur du gér till vdga for att rapportera allvarliga
oegentligheter och villkoren for Rapporteringskanalen, innefattande exempelvis vem som kan
rapportera och vad som kan rapporteras.

Rapporteringskanalen ir inte en visselblasarkanal enligt av lag (2021:890) om skydd for personer
som rapporterar om missforhallanden (“Visselbldsarlagen”). Avsaknaden av en
visselblasarkanal beror pa att Viscaria, med hinvisning till antalet anstéllda, inte omfattas av
skyldigheten att ha en kanal enligt Visselblasarlagen. Det innebir i sin tur att mojligheterna att
behandla personuppgifter ar betydligt mer begriansade och att Rapporteringskanalen endast ska
anvandas for de typer av drenden som anges i avsnitt 3 i Policyn.

Om du vill rapportera uppgifter som inte omfattas av Policyn hanvisas du till avsnitt 888 nedan.

Vem kan rapportera?

Rapporteringskanalen ar tillganglig for anstillda hos Viscaria.

Vad kan rapporteras?

Rapporteringskanalen ska endast anvidndas for rapportering av allvarliga oegentligheter. Med
allvarliga oegentligheter avses uppgifter som &ar noédviandiga for att utreda om personer i
nyckelpositioner eller ledande stillning inom Viscaria ar delaktiga i handlingar som ror:

> bokforing eller intern bokforingskontroll,

> revision,

> korruption eller mutbrott,

> brottslighet inom bank- och finansvisen, eller

> andra allvarliga oegentligheter som ror organisationens vitala intressen eller enskildas liv
och hilsa.

Fragor som enbart ror ditt eget anstillningsforhéallande — som exempelvis synpunkter pa ersittning,
ledarskap eller liknande fragor — ska darmed inte rapporteras i Rapporteringskanalen. Sddana fragor
hanteras i stéllet via din narmaste chef eller Viscarias sedvanliga HR-processer.

Hur rapporterar man?

Foljande ar utsedda att ta emot rapporter i Rapporteringskanalen ("Mottagaren™):
> Lantero AB

> Avrapportering till Viscarias fortroendegrupp

Rapportering kan ske pa f6ljande satt:



> Skriftligt via Lanteros rapporteringstjanst, https://wb.lantero.se/gruvaktiebolagetviscaria
(aven via QR-kod). Tjansten ar krypterad och inloggningsskyddad. Lantero tar emot,
registrerar, gor en initial bedomning av och vidarebefordrar &drenden till
fortroendegruppen inom Viscaria, alternativt till extern utredare vid behov.

> For ovrig information om rapportering, besok
https://lantero.se/whistleblowing/whistleblower.

Kan man rapportera anonymt?

Rapportering via Lantero kan ske helt anonymt. For att underldtta utredning och hantering av
inkomna rapporter ar det dock vardefullt om Mottagaren kan kontakta dig for att efterfriga
information. Viscaria uppmuntrar darfor att du lamnar namn och kontaktuppgifter i samband med
rapporteringen. Om rapporteringen dnda sker anonymt ar det viktigt att du sjalv foljer upp arendet
i Lantero och kontrollerar om Mottagaren har efterfrigat kompletteringar.

Vad hinder med en inkommen rapport?

Inkomna rapporter kommer att utredas noggrant och omsorgsfullt. Mottagaren kan komma att
kontakta dig for ytterligare information. Om rapportering sker via Lantero ar det darfor viktigt att
du sparar ID och 16senordsskydd som du tilldelas.

Inkomna rapporter hanteras konfidentiellt och informationen delas endast internt eller externt i den
utstrackning som dr nodvandig for att genomfora en utredning och atgirda de brister som framgar
av rapporten.

Om ett drende som inkommer i Rapporteringskanalen avser en fraga som inte omfattas av Policyn
kan Viscaria komma att radera uppgifterna i drendet och, om aktuellt, hanvisa dig till en annan
funktion.

Externa rapporter

Du har ritt att rapportera externt till myndigheter som ar utsedda att ta emot och f6lja upp rapporter
genom inrattade rapporteringskanaler. Rapporterna ska lamnas till den myndighet som ansvarar for
det relevanta omrédet. Du hittar respektive myndighet och dess ansvarsomrade pé
Arbetsmiljoverkets hemsida (www.av.se).

Rapportering kan ocksa ske direkt till ndgon av EU:s institutioner, organ och byraer som har inrittat
externa rapporteringskanaler och forfaranden for att ta emot rapporter om missférhallanden.

Andra kanaler

Nedan foljer information om ovriga tillgdngliga rapporteringskanaler inom Viscaria och dess
nirstdende bolag, samt hanvisning till var du kan hitta information om vilka typer av fragor
respektive kanal ar avsedd for.

> Viscaria Kiruna AB: Viscaria Kiruna AB har inrédttat en visselbldsarkanal enligt
Visselblasarlagen. Arenden som avser Viscaria Kiruna AB och som omfattas av
Visselblasarlagen ska rapporteras via visselbldsarkanalen for att du ska omfattas av det
skydd som foljer av lagen. Information om vilka drenden som Kklassificeras som
visselblasardrenden, och som darfér ska rapporteras via Viscaria Kiruna AB:s
visselbldsarkanal finns pa Viscariakoncernens hemsida.



> Kanal for synpunkter: Viscaria och dess narstdende bolag har inréttat en kanal for
synpunkter dar alla som kommer i kontakt med Viscariakoncernens verksamhet har
mojlighet att lamna observationer, forbattringsforslag och andra eventuella synpunkter.
Om ett drende inte omfattas av Policyn eller av Viscaria Kiruna AB:s visselblasarpolicy ar
du vidlkommen att vinda dig till kanalen for synpunkter, som finns tillginglig pa vér
hemsida www.viscaria.com.

Om ett 4rende som inkommer i Rapporteringskanalen avser en fraga som bor hanteras via ndgon av
ovan nidmnda kanalerna kan Viscaria komma att radera uppgifterna i drendet och i stillet hanvisa
dig till ratt mottagare.
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1.1

1.2

Bilaga 1 - Personuppgiftsbehandling

Viscaria dr personuppgiftsansvarig for behandling av personuppgifter i samband med rapportering
och hantering av drenden enligt Policyn.

Observera: Behandling av kinsliga personuppgifter (t.ex. hilsouppgifter) och uppgifter om
lagovertradelser (t.ex. brottsanklagelser) i en frivillig kanal &r starkt begrinsad enligt lag.
Rapporteringskanalen ar en frivillig kanal, det vill siga en kanal som Viscaria inte ar skyldig att
uppritta enligt Visselblasarlagen. I praktiken innebir det att uppgifter om lagovertradelser ofta inte
kan hanteras i Rapporteringskanalen, och att Viscaria kan behova radera sddana uppgifter. Som
vidare utvecklas i avsnitt 8 i Policyn har daremot Viscaria Kiruna AB inrattat en visselblsarkanal
enligt Visselblisarlagen. Arenden som avser Viscaria Kiruna AB och som omfattas av
Visselblasarlagen hanvisas darfor till namnd visselbldsarkanal.

Personuppgifter som behandlas
Vid hantering av drenden enligt Policyn kan f6ljande kategorier av personuppgifter behandlas:

> identitets- och kontaktuppgifter till den rapporterande personen (om dessa lamnas) samt
uppgifter om anstillning eller annan arbetsrelation;

> uppgifter som framgér av rapporten, inklusive uppgifter om berérda personer eller andra
tredje parter, och

> ovriga uppgifter som uppkommer inom ramen for ett drende eller i samband med
efterfoljande atgirder.

Personuppgifter inhdmtas i forsta hand frén den rapporterande personen, men kan dven komma fran
andra personer som berors av drendet, fran interna utredningar eller frdn myndigheter och andra
externa killor.

Andamal och riittslig grund

Personuppgifterna behandlas huvudsakligen for f6ljande dndamal:

> ta emot, dokumentera och folja upp rapporter om missférhallanden,
> om det bedoms lampligt, bekréfta mottagandet av rapporten och aterkoppla om status, och
> vid behov utreda de pastdenden som framkommer och vidta nédviandiga dtgirder.

Viscaria har ett berdttigat intresse av att uppratthalla en trygg arbetsmiljo och en transparent
verksamhet. Genom att ta emot och hantera rapporter om allvarliga oegentligheter kan Viscaria
upptécka risker, forebygga oegentligheter och vidta nédvéndiga atgarder.

I undantagsfall kan kénsliga personuppgifter behéva behandlas, men endast om det kravs for att
uppfylla Viscarias arbetsrittsliga skyldigheter eller for att hantera rattsliga ansprak. Behandling av
uppgifter om lagovertradelser ar starkt begriansad inom ramen fér Rapporteringskanalen och kan
endast ske for personer i nyckelpositioner eller ledande stillning nar det 4r nodvandigt for att utreda
allvarliga oegentligheter som ror bokforing, intern bokforingskontroll, revision, mutbrott,
brottslighet inom bank- och finansvéisen eller andra allvarliga oegentligheter som kan péaverka
organisationens vitala intressen eller enskildas liv och hilsa.
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1.3

1.4

1.5

1.6

Mottagare av personuppgifter

Tillgang till personuppgifter ar begriansad till sarskilt utsedda personer eller enheter som ansvarar
for att ta emot och f6lja upp rapporter enligt Policyn. Viscaria anvinder dven en extern leverantor
som administrerar rapporteringskanalen for bolagets rikning.

Om det ar nédvandigt for att kunna utreda en rapport kan vissa uppgifter delas med andra inom
Viscaria, exempelvis HR eller chefer, men endast i den omfattning som ar absolut nédvéandig. Efter
avslutat drende kan uppgifter delas vidare inom Viscaria eller med externa mottagare (t.ex. juridiskt
ombud eller myndigheter) om Viscaria ar skyldigt enligt lag eller om sddan delning behovs for att
hantera rattsliga ansprak. I den mén det dr mgjligt anonymiseras eller begriansas uppgifterna for att
skydda berorda personers identitet.

Lagringstid

Personuppgifter sparas s lange drendet ar aktivt och i upp till tva ar efter att uppfoljningen och
nodviandiga atgirder har slutforts, om inte lingre lagringstid kravs for att uppfylla Viscarias
skyldigheter enligt lag eller for att hantera rattsliga ansprak.

Overforingar utanfér EU/EES

Om personuppgifter behéver Gverforas till lander utanfor EU/EES (tredjeldnder) sdkerstiller
Viscaria att 6verforingen sker i enlighet med géllande dataskyddslagstiftning. Skyddet kan grundas
pd EU-kommissionens beslut om adekvat skyddsnivd eller pd andra rattsliga grunder, sasom
standardavtalsklausuler, kompletterade med lampliga tekniska och organisatoriska
sdkerhetsatgirder.

Dina rittigheter

Enligt tillamplig dataskyddslagstiftning har du ritt att:

> fa bekriftelse pa om Viscaria behandlar personuppgifter om dig, och i sa fall fa tillgang till
dem pé sitt som foreskrivs enligt tillamplig dataskyddslagstifining,

> begéra att Viscaria rittar felaktiga personuppgifter om dig,

> begira att Viscaria raderar dina personuppgifter om det inte finns négra réttsliga skal till

att fortsatta behandlingen,

> begira att Viscaria begriansar eller upphor med behandlingen av dina personuppgifter,
forutsatt att det inte finns nagra rattsliga skal att fortsidtta behandlingen,

> begira att fa de personuppgifter som ror dig, och som du har ldmnat till Viscaria, i ett
strukturerat, allmant anvéant, maskinlasbart format (portabilitet), och

> aterkalla ditt samtycke.

Observera att ovan rattigheter kan omfattas av vissa begransningar. Exempelvis kan en begiran om
radering avslas om Viscaria ar skyldiga att fortsatta behandla personuppgifterna enligt lag, eller om
vi behover bevara uppgifterna for att hantera rattsliga ansprak. Tillgang till personuppgifter kan aven
begrinsas om det bedoms vara nodvandigt for att skydda identiteten pa den rapporterande personen
eller andra individer som forekommer i ett visselblasararende.

For att kunna bekrifta att ratt person lamnar in en begéran om en &tgird enligt ovan kan Viscaria
komma att utfora en identitetskontroll.
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1.7

Du har dven ratt att 1amna in ett klagomal till Integritetsskyddsmyndigheten www.imy.se, avseende
Viscarias personuppgiftsbehandling. P4 myndighetens webbplats kan du &dven fi detaljerad
information om dina rattigheter enligt tillamplig dataskyddslagstiftning.

Kontaktuppgifter

Fragor om behandlingen av personuppgifter i arenden som hanteras enligt Policyn eller begdran om
att utéva rattigheter kan riktas till:

E-post: info@viscaria.com
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http://www.imy.se/

